**ADATVÉDELMI INCIDENSKEZELÉSI SZABÁLYZAT**

A Szombathelyi Egyesített Bölcsődei Intézmény mint Adatkezelő tiszteletben tartja mindazon személyek magánszféráját, akik számára személyes adatot adnak át és elkötelezett ezek védelmében. Az Európai Unió Általános Adatvédelmi Rendelet (679/2016 sz. rendelet, a továbbiakban: GDPR) (88) preambulum-bekezdése alapján az alábbi szabályzatot alkotja:

**I. ÁLTALÁNOS RENDELKEZÉSEK**

**1.1. A Szabályzat hatálya**

(1) Az Adatkezelő működése során bekövetkező adatvédelmi incidens kezelésére az alábbi eljárásrendet kell alkalmazni.

**Adatvédelmi incidens**: a biztonság olyan sérülése, amely a továbbított, tárolt vagy más módon kezelt személyes adatok véletlen vagy jogellenes megsemmisítését, elvesztését, megváltoztatását, jogosulatlan közlését vagy az azokhoz való jogosulatlan hozzáférést eredményezi.

**Felügyeleti hatóság**: Nemzeti Adatvédelmi és Információszabadság Hatóság, székhelye: 1125 Budapest, Szilágyi Erzsébet fasor 22c. levelezési cím: 1530 Budapest, Pf.: 5. telefon: 06-1/391-1400; fax: 06-1/391-1410; e.mail cím: ugyfelszolgalat@naih.hu; honlap: www.naih.h

**II. RÉSZLETES RENDELKEZÉSEK**

**2.1. Az adatvédelmet sértő események kezelési rendjének célja, tartalma**

(1) A szabályzat célja annak elősegítése, hogy az Adatkezelő működésével kapcsolatosan felmerülő adatvédelmet sértő események kezelése egységes rendszerben történjen, kialakulásának megelőzésére, a bekövetkezése esetében annak feltárására, szükség esetén a felelősség megállapítására, intézkedések megtételére sor kerüljön. A szabályzat ennek érdekében rögzíti azokat a fogalmakat, eljárásokat, intézkedéseket, amelyek biztosítják az Adatkezelő működése során előforduló, adatvédelmet sértő esemény ismételt előfordulásának megelőzését, és a feltárt események kezelését. –

**2.2. Az adatvédelmi incidens fogalma, jellemzői:**

(1) **Adatvédelmi incidens**: a biztonság olyan sérülése, amely a továbbított, tárolt vagy más módon kezelt személyes adatok véletlen vagy jogellenes megsemmisítését, elvesztését, megváltoztatását, jogosulatlan közlését vagy az azokhoz való jogosulatlan hozzáférést eredményezi.

(2) Az adatvédelmi incidens megfelelő és kellő idejű intézkedés hiányában fizikai, vagyoni vagy nem vagyoni károkat okozhat a természetes személyeknek, többek között a személyes adataik feletti rendelkezés elvesztését vagy a jogaik korlátozását, a hátrányos megkülönböztetést, a személyazonosságlopást vagy a személyazonossággal való visszaélést, a pénzügyi veszteséget, az álnevesítés engedély nélküli feloldását, a jó hírnév sérelmét, a szakmai titoktartási kötelezettség által védett személyes adatok bizalmas jellegének sérülését, illetve a szóban forgó természetes személyeket sújtó egyéb jelentős gazdasági vagy szociális hátrányt.

**2.3. Az adatvédelmet sértő események megelőzésével és kezelésével kapcsolatos felelősségek:**

(1) Az adatvédelmet sértő események megelőzése és kezelése (az eljárásrend kialakítása, a szükséges intézkedések meghozatala) az ügyvezetés felelőssége, akinek e felelőssége és feladata a szervezeti struktúrában meghatározott szervezeti egységek vezetői hatáskörének, felelősségének és beszámoltathatóságának szabályozottságán keresztül valósul meg.

(2) A Szervezeti és Működési Szabályzatban (a továbbiakban: SZMSZ) meghatározott vezetők feladata és felelőssége a szabályozottság és a szabályok betartásának biztosítása, amely az adatvédelmet sértő események megelőzésének elsődleges eszköze és a megfelelő kontrollfolyamatok működtetésével érhető el.

(3) A vezetők alapvető kötelezettsége, hogy

a) a jogszabályoknak megfelelő szabályozások alapján működjön a szervezet, és ennek érdekében a szükséges, feladatkörükhöz tartozó szabályozások előkészítésre kerüljenek,

b) a szabályozottságot, valamint a szabályok betartását minden vezető folyamatosan kísérje figyelemmel, amely elsődleges feltétele a adatvédelmet sértő események megelőzésének,

c) adatvédelmet sértő esemény észlelése esetén minél gyorsabban kellően hatékony intézkedés történjen annak érdekében, hogy az adatvédelmet sértő eseménymegszüntetésre, a hibás belső szabályozás helyesbítésre kerüljön, d) a helytelesn alkalmazási gyakorlat megszüntetése mellett indokolt esetben a személyi felelősség megállapításra kerüljön, a szükséges intézkedések megvalósuljanak.

(4) Az Adatkezelő működését érintő, folyamatosan aktualizált belső szabályzatok és az egyéb belső szabályozó dokumentumok (körlevelek, utasítások stb.) a számítógépes hálózatán az ........... mappákban érhetők el.

(5) Minden szervezeti egység vezetője felelős a feladatkörébe tartozó szakterületen észlelt adatvédelmet sértő esemény ismételt előfordulásának megelőzéséhez szükséges intézkedések megtételéért, a bekövetkezett esemény feltárásáért, szükség esetén annak dokumentálásáért, továbbá indokolt esetben a felelősségre vonással és a hiányosságok megszüntetésével kapcsolatos intézkedések megvalósításuk ellenőrzéséért.

(6) A dolgozók konkrét feladatát, hatáskörét, felelősségét a munkaköri leírások tartalmazzák.

(7) Valamennyi dolgozó feladata és kötelessége az általa észlelt, adatvédelmet sértő eseményt jelzni az illetékes vezető felé, a szolgálati út betartásával, illetve lehetőség az adatvédelmi tisztviselőnek, valamint az elrendelt intézkedések megvalósítani. A szolgálati utat a hatályos SZMSZ szerint kell értelmezni.

(8) A vezetők kötelesek a tudomásukra jutott adatvédelmi incidenst haladéktalanul jelezni az adatvédelmi tisztviselő felé, még akkor is, ha az illetékes munkatárs arról tájékoztatta, hogy már értesítette az adatvédelmi tisztviselőt. Ezt megelőzően – amennyiben alkalmazható - az incidens további terjeszkedésének megakadályozására köteles intézkedéseket tenni.

(9) Az incidenssel kapcsolatosan az adatvédelmi tisztviselővel való konzultációt megelőzően sem a munkatársak, sem a vezetők nem jogosultak az érintettekkel kapcsolatba lépni, illetve őket bármilyen módon tájékoztatni.

**2.4. Az adatvédelmet sértő eseményészlelése, feltárása, bejelentése**

Az adatvédelmet sértő esemény észlelése az Adatkezelő munkatársai, vezetői, az ellenőrzést végző belső és külső szervek részéről történhet.

***2.4.1. Adatkezelő munkatársa által észlelt adatvédelmet sértő esemény, a bejelentő védelme***

(1) Amennyiben a adatvédelmet sértő eseményt munkatárs észleli, soron kívül köteles értesíteni az adatvédelmi tisztviselőt és a közvetlenül felette álló vezetőt.

(2) Amennyiben a munkatárs úgy ítéli meg, hogy közvetlen felettese az adott ügyben érintett, akkor helyette a vezető felettesét kell értesítenie.

(3) A munkatárs által a vezetőnek jelzett, vagy a vezető által észlelt adatvédelmet sértő esemény esetén az adatvédelmi tisztviselő utasításának megfelelően kell az adatvédelmet sértő esemény megszüntetése érdekében a szükséges intézkedést foganatosítani.

(4) A bejelentésben legalább a következőkről kell tájékoztatni az adatvédelmi tisztviselőt/illetékes vezetőt:

- incidens jellege

- érintett adatok jellege, mennyisége

- az incidens észlelésének pontos időpontja

- az incidenst észlelő munkatárs nevét, telefonszámát

- amennyiben alkalmazható, az incidens további terjeszkedésének megakadályozására tett intézkedések.

***2.4.2. Az adatvédelmi incidens bejelentése a felügyeleti hatóságnak:***

(1) Az adatvédelmi incidenst az adatvédelmi tisztviselő, indokolatlan késedelem nélkül, legkésőbb 72 órával azután, hogy az adatvédelmi incidens az Adatkezelő bármely munkatársának tudomására jutott, bejelenteni köteles az illetékes felügyeleti hatóságnál, kivéve, ha az elszámoltathatóság elvével összhangban bizonyítani tudja, hogy az adatvédelmi incidens valószínűsíthetően nem jár kockázattal a természetes személyek jogaira és szabadságaira nézve. Ha a bejelentés 72 órán belül nem tehető meg, abban meg kell jelölni a késedelem okát, az előírt információkat pedig – további indokolatlan késedelem nélkül – részletekben is közölni lehet.

(2) Az adatfeldolgozó az adatvédelmi incidenst, az arról való tudomásszerzését követően indokolatlan késedelem nélkül bejelenti az Adatkezelőnek. A bejelentésben legalább:

- ismertetni kell az adatvédelmi incidens jellegét, beleértve – ha lehetséges – az érintettek kategóriáit és hozzávetőleges számát, valamint az incidenssel érintett adatok kategóriáit és hozzávetőleges számát;

- közölni kell az adatvédelmi tisztviselő vagy a további tájékoztatást nyújtó egyéb kapcsolattartó nevét és elérhetőségeit;

- ismertetni kell az adatvédelmi incidensből eredő, valószínűsíthető következményeket;

- ismertetni kell az adatkezelő által az adatvédelmi incidens orvoslására tett vagy tervezett intézkedéseket, beleértve adott esetben az adatvédelmi incidensből eredő esetleges hátrányos következmények enyhítését célzó intézkedéseket.

(3) Amennyiben nem lehetséges az információkat egyidejűleg közölni, azok további indokolatlan késedelem nélkül később részletekben is közölhetők. Az Adatkezelő nyilvántartja az adatvédelmi incidenseket, feltüntetve az adatvédelmi incidenshez kapcsolódó tényeket, annak hatásait és az orvoslására tett intézkedéseket. E nyilvántartás lehetővé teszi, hogy a felügyeleti hatóság ellenőrizze az e cikk követelményeinek való megfelelést.

(4) Az érintettet az Adatkezelő indokolatlan késedelem nélkül tájékoztatja, ha az adatvédelmi incidens valószínűsíthetően magas kockázattal jár a természetes személyek jogaira és szabadságaira nézve, annak érdekében, hogy megtehesse a szükséges óvintézkedéseket. A tájékoztatásnak tartalmaznia kell annak leírását, hogy milyen jellegű az adatvédelmi incidens, valamint az érintett a természetes személynek szóló, a lehetséges hátrányos hatások enyhítését célzó javaslatokat. Az érintettek tájékoztatásáról az észszerűség keretei között a lehető leghamarabb gondoskodni kell, szorosan együttműködve a felügyeleti hatósággal, és betartva az általa vagy más érintett hatóságok például bűnüldöző hatóságok által adott útmutatást. Például az érintettek sürgős tájékoztatása a kár közvetlen veszélyének mérsékléséhez szükséges, azonban annak megelőzése több időt igényelhet, hogy a folyamatos vagy azonos jellegű adatvédelmi incidens esetében megfelelő intézkedéseket kell végrehajtani.

(5) Késedelem nélkül meg kell bizonyosodni arról, hogy az összes megfelelő technológiai védelmi és szervezési intézkedés végrehajtásra került-e, egyrészt az adatvédelmi incidens haladéktalan megállapítása, másrészt a felügyeleti hatóságnak történő bejelentés és az érintett sürgős értesítése érdekében. Azt, hogy az értesítésre indokolatlan késedelem nélkül került-e sor, különösen az adatvédelmi incidens jellegére és súlyosságára, valamint annak az érintettre gyakorolt következményeire, illetve hátrányos hatásaira figyelemmel kell megállapítani. A felügyeleti hatóságnak történt bejelentést az e rendeletben meghatározott feladataival és hatásköreivel összhangban történő beavatkozását eredményezheti.

(6) Ha az adatvédelmi incidens valószínűsíthetően magas kockázattal jár a természetes személyek jogaira és szabadságaira nézve, az adatkezelő indokolatlan késedelem nélkül tájékoztatja az érintettet az adatvédelmi incidensről.

(7) Az érintett részére adott tájékoztatásban világosan és közérthetően ismertetni kell az adatvédelmi incidens jellegét, és közölni kell legalább a GDPR 33. cikk (3) bekezdésének b), c) és d) pontjában említett információkat és intézkedéseket.

(8) Az érintettet nem kell tájékoztatni, ha a következő feltételek bármelyike teljesül:

- az adatkezelő megfelelő technikai és szervezési védelmi intézkedéseket hajtott végre, és ezeket az intézkedéseket az adatvédelmi incidens által érintett adatok tekintetében alkalmazták, különösen azokat az intézkedéseket – mint például a titkosítás alkalmazása –, amelyek a személyes adatokhoz való hozzáférésre fel nem jogosított személyek számára értelmezhetetlenné teszik az adatokat;

- az Adatkezelő az adatvédelmi incidenst követően olyan további intézkedéseket tett, amelyek biztosítják, hogy az érintett jogaira és szabadságaira jelentett, az (1) bekezdésben említett magas kockázat a továbbiakban valószínűsíthetően nem valósul meg;

- a tájékoztatás aránytalan erőfeszítést tenne szükségessé. Ilyen esetekben az érintetteket nyilvánosan közzétett információk útján kell tájékoztatni, vagy olyan hasonló intézkedést kell hozni, amely biztosítja az érintettek hasonlóan hatékony tájékoztatását.

***2.4.3. A belső bejelentő védelme***

(1) Amennyiben a munkatárs bejelentő nevének elhallgatását kéri, úgy az eljárás folyamatában biztosítani kell adatainak a zárt kezelését, amelyet csak irányítási jogköre alapján az ügyvezető és az adatvédelmi tisztviselő ismerhet meg.

(2) A bejelentést tevő személlyel szemben nem alkalmazható semmiféle hátrányos elbánás, jelentéséért – kivéve a szándékosan valótlan tartalommal megtett jelentést – felelősségre nem vonható.

(3) A bejelentőt – amennyiben bejelentése alapján az ügy feltárásra került – a szervezeti egység vezetője javaslatára a munkáltatói jogkör gyakorlója erkölcsi elismerésben (munkáltatói dicséret) részesítheti.

***2.4.4. Külső ellenőrzési szerv által észlelt szabálytalanság***

(1) A felügyeleti hatóság által végzett ellenőrzés szabálytalanságra vonatkozó megállapításait az általa készített dokumentáció tartalmazza.

***2.4.5. Külső személy által észlelt adatvédelmet sértő esemény***

(1) Amennyiben külső személy jelzi az adatvédelmet sértő eseményt, az érintett szervezeti egység vezetőjének a bejelentést érdemben kell megvizsgálnia és jegyzőkönyvet felvennie a bejelentés beérkezését követő 1 napon belül.

(2) Ha nem az érintett szervezeti egységhez érkezett a jelzés, azt az érkezést követő legfeljebb 1 napon belül továbbítani kell az érintett szervezeti egység részére.

**2.5. Az adatvédelmet sértő esemény megszüntetésére tett intézkedések**

***2.5.1. A szabálytalanság megszüntetése esetén követendő eljárás***

(1) A munkatárs által önellenőrzéssel észlelt, illetőleg a belső kontrollrendszer keretében az előzetes, utólagos és vezetői ellenőrzés során kiszűrt, a hatáskörrel rendelkező szervezeti egység vezetője által elrendelt javítással, helyesbítéssel megszüntethető hiba korrigálása nem igényel szabálytalansági eljárást.

(2) A szabálytalanság megszüntetésére – az adatvédelmi tisztviselővel való konzultációt követően, illetve annak megfelelően eljárva – a hatáskörrel rendelkező vezetőnek (szervezeti egység vezetője, illetve a hierarchiában a szervezeti egység vezető felett lévő, hatáskörrel rendelkező vezető) kell intézkednie.

Nem kell új szabálytalansági eljárást lefolytatni ugyanolyan típusú szabálytalanság észlelésekor, ha már megkezdődött, de még nem zárult le az esettel megegyező, folyamatban lévő eljárás.

(5) A szabálytalanság kivizsgálásában nem vehet részt, aki elfogult, akitől az ügy tárgyilagos megítélése nem várható el.

**2.6. Az adatvédelmet sértő esemény megszüntetése**

***2.6.1. Vezetői intézkedést igénylő adatvédelmet sértő esemény***

(1) Az adatvédelmet sértő eseménnyel érintett szervezeti egység vezetője – amennyiben az lehetséges – saját hatáskörben, az adatvédelmet sértő esemény észlelésétől számított legfeljebb 2 napon belül köteles a megszüntetés érdekében a szükséges intézkedést megtenni, majd az ügy tanulságairól tájékoztatást nyújt a hasonló tevékenységben érintett munkatársak részére, felhívja a figyelmüket az adatvédelmet sértő esemény elkerülésére.

(2) Amennyiben az adatvédelmet sértő esemény több szervezeti egység közreműködésével szüntethető csak meg, az adatvédelmi tisztviselő javaslatot tesz az illetékes vezetőnek az adatvédelmet sértő esemény eseti munkacsoport útján történő rendezésére.

(3) Az adatvédelmet sértő eseményről értesített adatvédelmi tisztviselő az érintett szervezeti egységek bevonásával jogosult létrehozni az eseti munkacsoportot, az eljárás határidejét, dokumentációs igényét, az intézkedési terv készítési kötelezettséget, az intézkedési terv megvalósulásának figyelemmel kísérését, a visszacsatolás módját. Az adatvédelmi tisztviselő jogosult az Adatkezelő bármely munkatársát bevonni az eseti munkacsoport működésébe. Az eseti munkacsoport munkájába bevont munkatársakat az illetékes vezető köteles a munkacsoportban való közreműködés idejére felmenteni minden egyéb munkavégzési kötelezettsége alól.

***2.6.2. Az eseti munkacsoport által folytatott kivizsgálás folyamata***

(1) Az eljárás során a munkacsoport:

a) Összegyűjti az adatokat, információkat, meghallgatja az érintetteteket;

b) Értékeli az adatokat, információkat;

c) Megoldási javaslatot készít a nemkívánatos helyzet kezelésére (intézkedési terv készítése – feladat, felelős, határidő megjelöléssel);

d) Az eseti bizottságot elrendelő vezető útmutatása szerint dokumentálja az eljárását;

e) Jóváhagyásra elkészíti a javasolt intézkedési tervet;

f) A jóváhagyott intézkedési terv megvalósulását az eseti munkacsoport vezetője nyomon követi, amennyiben az szükséges, egyeztetéseket, megbeszéléseket hív össze;

g) Az eseti munkacsoportot elrendelő vezető útmutatásának megfelelően az eseti munkacsoport vezetője tájékoztatást nyújt a feladatok előrehaladásáról, a adatvédelmet sértő eseménykezeléséről

***2.6.3. Az adatvédelmet sértő eseményt vizsgáló eljárás eredménye, intézkedési javaslat***

Az eljárás eredménye lehet:

a) annak megállapítása, hogy nem történt adatvédelmet sértő esemény és az eljárás intézkedés nélküli megszüntetése (pl. hibás észlelés);

b) adatvédelmet sértő esemény megtörténtét megállapító és intézkedést elrendelő döntés;

c) további eljárás elrendelése, amely a felelősség megállapítása vagy a hasonló esetek megelőzése érdekében szükséges.

***2.6.4. Belső vagy külső ellenőrzés eredménye alapján szükséges intézkedés***

(1) A belső szakmai ellenőrzés, az adatvédelmi tisztviselő által megállapított szabálytalanság, valamint IT incidens esetén a szabálytalansággal nem megfelelőséggel, incidenssel érintett szervezeti egység vezetőjének a vonatkozó belső szabályzat előírása alapján intézkednie kell a megállapítások hatásos kezelésére.

(2) A külső ellenőrzési szerv által megállapított szabálytalanság esetén az eljárási jelentésben foglalt szabálytalanságokra vonatkozó, az ellenőrzéssel érintett szakterület által kidolgozott intézkedési tervet végre kell hajtani.

**2.7. Jogkövetkezmények alkalmazása:**

(1) A jogkövetkezményekről való döntés kezdeményezése az adatvédelmet sértő esemény megszüntetésére hatáskörrel rendelkező szervezeti egység vezető, kiemelt jelentőségű esetben az irányítási jogkörrel rendelkező Igazgató feladata.

(2) A jogkövetkezmény jellege szerint lehet:

a) jogi jellegű (kártérítési eljárás megindítása, szabálysértési vagy büntetőeljárás kezdeményezése az arra feljogosított hatóságnál),

b) munkajogi (figyelmeztetés, felmondással, azonnali hatállyal történő megszüntetése),

c) pénzügyi jellegű (pénzbeli juttatás, kifizetés részben vagy egészben történő felfüggesztése, visszakövetelése, behajtása),

d) szakmai jellegű (belső szabályozás módosítása, szigorításának kezdeményezése, betartásának fokozott ellenőrzése stb.).

(3) Amennyiben büntető- vagy szabálysértési eljárás kezdeményezésének szükségessége merül fel, a szükséges intézkedések meghozatala az arra illetékes szervek értesítését is jelenti annak érdekében, hogy megalapozottság esetén az illetékes szerv a megfelelő eljárásokat megindítsa. Az eljárások megindításának kezdeményezésére – a vezető jogosult.

(4) Ha nyilvánvalóvá vált, hogy az adatvédelmet sértő eseményt bejelentő rosszhiszeműen járt el és alaposan feltehető, hogy ezzel bűncselekményt vagy szabálysértést követett el, másnak kárt vagy egyéb jogsérelmet okozott, adatai az eljárás kezdeményezésére, valamint lefolytatására jogosult részére átadhatók.

**2.8. Az adatvédelmet sértő eseményekkel kapcsolatos intézkedések, eljárások nyomon követése**

(1) Az érintett szervezeti egységek vezetőinek feladata a adatvédelmet sértő eseményekkel kapcsolatos intézkedések, eljárások nyomon követése során:

a) az elrendelt eljárások, a meghozott döntések, illetve a megindított eljárások figyelemmel kísérése,

b) a eljárások során készített javaslatok, intézkedési tervek megvalósítása és a végrehajtás ellenőrzése,

c) a feltárt adatvédelmet sértő esemény alapján a további bekövetkezési lehetőségek beazonosítása, szükség esetén a belső szabályzatok, illetve jogszabályok módosításának kezdeményezése,

d) annak vizsgálata, hogy az ellenőrzési nyomvonalban rögzített eljárás az adott adatvédelmet sértő eseményt miért nem szűrte ki, indokolt esetben gondoskodni kell az ellenőrzési nyomvonal felülvizsgálatáról, helyesbítéséről.

(2) Amennyiben az intézkedések végrehajtása során megállapítást nyer, hogy az alkalmazott intézkedések nem elég hatásosak, a adatvédelmet sértő esemény megszüntetéséért felelős vezető, kiemelt jelentőségű esetben az irányítási jogkörrel rendelkező vezető további intézkedést rendel el.

**2.9. Az Adatvédelmi Tisztviselő:**

***2.9.1. Az adatvédelmi tisztviselő elérhetőségei***:

név: dr. Pozsgay Péter

e-mail: office@drpozsgaypeter.hu

telefonszám: 06205574860

postacím: 9700 Szombathely, Semmelweis Ignác utca 2.

***2.9.2. Az adatvédelmi tisztviselő jogállása:***

(1) Az Adatkezelő és az esetleges adatfeldolgozó biztosítja, hogy az adatvédelmi tisztviselő a személyes adatok védelmével kapcsolatos összes ügybe megfelelő módon és időben bekapcsolódjon.

(2) Az Adatkezelő és az esetleges adatfeldolgozó támogatja az adatvédelmi tisztviselőt a jogszabályban előírt feladatai ellátásában azáltal, hogy biztosítja számára azokat az forrásokat, amelyek e feladatok végrehajtásához, a személyes adatokhoz és az adatkezelési műveletekhez való hozzáféréshez, valamint az adatvédelmi tisztviselő szakértői szintű ismereteinek fenntartásához szükségesek.

(3) Az Adatkezelő és az adatfeldolgozó biztosítja, hogy az adatvédelmi tisztviselő a feladatai ellátásával kapcsolatban utasításokat senkitől ne fogadjon el. Az Adatkezelő vagy az adatfeldolgozó az adatvédelmi tisztviselőt feladatai ellátásával összefüggésben nem bocsáthatja el és szankcióval nem sújthatja. Az adatvédelmi tisztviselő közvetlenül az Adatkezelő vagy az adatfeldolgozó legfelső vezetésének tartozik felelősséggel.

(4) Az érintettek a személyes adataik kezeléséhez és az e rendelet szerinti jogaik gyakorlásához kapcsolódó valamennyi kérdésben az adatvédelmi tisztviselőhöz fordulhatnak.

(5) Az adatvédelmi tisztviselőt feladatai teljesítésével kapcsolatban uniós vagy tagállami jogban meghatározott titoktartási kötelezettség köti.

(6) Az adatvédelmi tisztviselő más feladatokat is elláthat. Az Adatkezelő vagy az adatfeldolgozó biztosítja, hogy e feladatokból ne fakadjon összeférhetetlenség.

***2.9.3. Az adatvédelmi tisztviselő feladatai***

1. Az adatvédelmi tisztviselő legalább a következő feladatokat ellátja:

- tájékoztat és szakmai tanácsot ad az adatkezelő vagy az adatfeldolgozó, továbbá az adatkezelést végző alkalmazottak részére az e rendelet, valamint az egyéb uniós vagy tagállami adatvédelmi rendelkezések szerinti kötelezettségeikkel kapcsolatban;

- ellenőrzi az e rendeletnek, valamint az egyéb uniós vagy tagállami adatvédelmi rendelkezéseknek, továbbá az Adatkezelő vagy az adatfeldolgozó személyes adatok védelmével kapcsolatos belső szabályainak való megfelelést, ideértve a feladatkörök kijelölését, az adatkezelési műveletekben vevő személyzet tudatosság-növelését és képzését, valamint a kapcsolódó auditokat is;

- kérésre szakmai tanácsot ad az adatvédelmi hatásvizsgálatra vonatkozóan, valamint nyomon követi a GDPR szerinti hatásvizsgálat elvégzését;

- együttműködik a felügyeleti hatósággal. - az adatkezeléssel összefüggő ügyekben kapcsolattartó pontként szolgál a felügyeleti hatóság felé, valamint adott esetben bármely egyéb kérdésben konzultációt folytat vele.

1. Az adatvédelmi tisztviselő feladatait az adatkezelési műveletekhez fűződő kockázat megfelelő figyelembevételével, az adatkezelés jellegére, hatókörére, körülményére és céljára is tekintettel végzi.

**III. ZÁRÓ RENDELKEZÉSEK**

**3.1. Hatálybalépés**

Jelen szabályzat 2019. július hó 25. napján lép hatályba, a benne foglaltak munkavállalókkal és egyéb közreműködőkkel történő megismertetése az Adatkezelő ügyvezetőjének feladata.